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(End of provision) 

[64 FR 43101, Aug. 9, 1999, as amended at 66 
FR 47097, Sept. 11, 2001] 

252.204–7002 Payment for subline 
items not separately priced. 

As prescribed in 204.7104–1(b)(3)(iv), 
use the following clause: 

PAYMENT FOR SUBLINE ITEMS NOT 
SEPARATELY PRICED (DEC 1991) 

(a) If the schedule in this contract contains 
any contract subline items or exhibit subline 
items identified as not separately priced 
(NSP), it means that the unit price for that 
subline item is included in the unit price of 
another, related line or subline item. 

(b) The Contractor shall not invoice the 
Government for any portion of a contract 
line item or exhibit line item which contains 
an NSP until— 

(1) The Contractor has delivered the total 
quantity of all related contract subline 
items or exhibit subline items; and 

(2) The Government has accepted them. 
(c) This clause does not apply to technical 

data. 

(End of clause) 

252.204–7003 Control of government 
personnel work product. 

As prescribed in 204.404–70(b), use the 
following clause: 

CONTROL OF GOVERNMENT PERSONNEL WORK 
PRODUCT (APR 1992) 

The Contractor’s procedures for protecting 
against unauthorized disclosure of informa-
tion shall not require Department of Defense 
employees or members of the Armed Forces 
to relinquish control of their work products, 
whether classified or not, to the contractor. 

(End of clause) 

[57 FR 14996, Apr. 23, 1992] 

252.204–7004 Alternate A. 

ALTERNATE A (NOV 2003) 

As prescribed in 204.1104, substitute the fol-
lowing paragraph (a) for paragraph (a) of the 
clause at FAR 52.204–7: 

(a) Definitions. As used in this clause— 
‘‘Central Contractor Registration (CCR) 

database’’ means the primary Government 
repository for contractor information re-
quired for the conduct of business with the 
Government. 

‘‘Commercial and Government Entity 
(CAGE) code’’ means— 

(1) A code assigned by the Defense Logis-
tics Information Service (DLIS) to identify a 
commercial or Government entity; or 

(2) A code assigned by a member of the 
North Atlantic Treaty Organization that 
DLIS records and maintains in the CAGE 
master file. This type of code is known as an 
‘‘NCAGE code.’’ 

‘‘Data Universal Numbering System 
(DUNS) number’’ means the 9-digit number 
assigned by Dun and Bradstreet, Inc. (D&B) 
to identify unique business entities. 

‘‘Data Universal Numbering System +4 
(DUNS+4) number’’ means the DUNS number 
assigned by D&B plus a 4-character suffix 
that may be assigned by a business concern. 
(D&B has no affiliation with this 4-character 
suffix.) This 4-character suffix may be as-
signed at the discretion of the business con-
cern to establish additional CCR records for 
identifying alternative Electronic Funds 
Transfer (EFT) accounts (see Subpart 32.11 of 
the Federal Acquisition Regulation) for the 
same parent concern. 

‘‘Registered in the CCR database’’ means 
that— 

(1) The Contractor has entered all manda-
tory information, including the DUNS num-
ber or the DUNS+4 number, into the CCR 
database; 

(2) The Contractor’s CAGE code is in the 
CCR database; and 

(3) The Government has validated all man-
datory data fields and has marked the 
records ‘‘Active.’’ 

[68 FR 64558, Nov. 14, 2003] 

252.204–7005 Oral attestation of secu-
rity responsibilities. 

As prescribed in 204.404–70(c), use the 
following clause: 

ORAL ATTESTATION OF SECURITY 
RESPONSIBILITIES (NOV 2001) 

(a) Contractor employees cleared for access 
to Top Secret (TS), Special Access Program 
(SAP), or Sensitive Compartmented Informa-
tion (SCI) shall attest orally that they will 
conform to the conditions and responsibil-
ities imposed by law or regulation on those 
granted access. Reading aloud the first para-
graph of Standard Form 312, Classified Infor-
mation Nondisclosure Agreement, in the 
presence of a person designated by the Con-
tractor for this purpose, and a witness, will 
satisfy this requirement. Contractor employ-
ees currently cleared for access to TS, SAP, 
or SCI may attest orally to their security re-
sponsibilities when being briefed into a new 
program or during their annual refresher 
briefing. There is no requirement to retain a 
separate record of the oral attestation. 

(b) If an employee refuses to attest orally 
to security responsibilities, the Contractor 
shall deny the employee access to classified 
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